
1 z 2 

 

 

HRS Sp. z o.o. 

Biuro Wrocław 
Plac Solny 14  
50-062 Wrocław / Polska 
 
T: +48 71 735 11 10  
F:  +48 71 735 11 12  
 
info@hrs-cert.com 
www.hrs-cert.com 
 
Partner Jednostki 
Certyfikującej  
TÜV Technische Überwachung 
Hessen GmbH 
 
TÜV Technishe Überwachung 
Hessen GmbH 

Biuro Darmstadt 
Rüdesheimer Straße 119 
64285 Darmstadt / Niemcy 
  

  
 

 

NOTATKA_RMZ05082016 

 

 

Rev. 06.16 

 

NOTATKA PRASOWA 
 
Dotyczy projektu:  TUV KNOW-HOW CLUB 
Źródło:   C3_F01_WYTYCZNE DO TKHC 01-01-2015_kopr 
Beneficjent:   Placówki medyczne POLSKA 
Źródło:  Rozporządzenie Ministra Zdrowia z dnia 05.08.2016 Dz.U.  
                                         z dnia  31.08.2016 poz. 1372 
Autor:  Rafał Koprowski  
 

 
 
 

 
System Zarządzania Bezpieczeństwem Informacji ISO/IEC 27001 (ZSBI)  
w opiece zdrowotnej. Rozporządzenie Ministra Zdrowia z dnia 05.08.2016 
Dz.U. z dnia 31.08.2016 poz. 1372. 

 

Rozporządzenie Ministra Zdrowia z dnia 05.08.2016 Dz.U. z dnia 31.08.2016 poz. 1372  
w sprawie szczegółowych kryteriów wyboru ofert w postępowaniu w sprawie zawarcia 
umów o udzielenie świadczeń zdrowotnych - wprowadza do branży medycznej kolejne 
wymaganie systemowe. Tym razem sprawa tyczy się Systemu Zarządzania 
Bezpieczeństwem Informacji ISO/IEC 27001 i w zakresie punktacji przedstawia się 
następująco (wybrane świadczenia wraz z punktacją): 
 

 
Norma 

 
 
Punkty 

PODSTAWOWA OPIEKA ZDROWOTNA - NOCNA I ŚWIĄTECZNA OPIEKA ZDROWOTNA.  (do 50 tyś. + powyżej 50 tyś.) 

Certyfikat ISO 9001    2 

Certyfikat ISO/IEC 27001  2 

AMBULATORYJNA OPIEKA SPECJALISTYCZNA (AOS). 

Certyfikat ISO 9001    2 

Certyfikat ISO/IEC 27001  1 

LECZENIE SZPITALNE. 

Certyfikat ISO 9001    1,5 

Certyfikat ISO/IEC 27001  0,5 

LECZENIE SZPITALNE – HOSPITALIZACJA PLANOWA. 

Certyfikat ISO 9001    1,5 

Certyfikat ISO/IEC 27001  0,5 

LECZENIE SZPITALNE – LECZENIE JEDNEGO DNIA. 

Certyfikat ISO 9001    1,5 

Certyfikat ISO/IEC 27001  0,5 

ŚWIADCZENIA PIELĘGNACYJNE I OPIEKUŃCZE W RAMACH OPIEKI DŁUGOTERMINOWEJ 

Certyfikat ISO 9001    2 

Certyfikat ISO/IEC 27001  1 

 
Źródło: Rozporządzenie Ministra Zdrowia z dnia 05.08.2016 Dz.U. z dnia 31.08.2016 poz. 1372 w sprawie szczegółowych kryteriów wyboru 
ofert w postpowaniu w sprawie zawarcia umów o udzielenie świadczeń zdrowotnych 

Tabela nr 1.: Wybrane świadczenia wraz z punktacją. 
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ISO/IEC 27001 jest systemem znanym w innych branżach, który daje gwarancję, że 
organizacja identyfikuje i obniża zagrożenia związane z przechowywaniem poufnych  
i istotnych danych. 
 
W ostatnim czasie coraz częściej w mediach możemy usłyszeć informację  
o incydentach związanych z naruszeniem bezpieczeństwa informacji. Ryzyko ujawnienia, 
bądź utraty poufnych danych staje się poważnym problemem,  
z którym muszą poradzić sobie również instytucje publiczne. Wraz ze wzrostem ilości 
przetwarzanych danych przez organizację, rośnie ryzyko utraty informacji.  
W miarę rozwoju organizacji zwiększa się zagrożenie incydentów związanych  
z bezpieczeństwem. Nie wynika to jedynie z zagrożeń w postaci włamania hakerów, 
wirusów komputerowych, ale przede wszystkim z niewłaściwego przechowywania 
ważnych dokumentów, przechowywania nośników, dostępu do haseł, przetwarzanie 
danych osobowych, czy historia choroby pacjentów i dane takie jak raporty laboratoryjne. 
 
W Polsce ochronę danych osobowych gwarantuje Konstytucja, Ustawa o ochronie danych 
osobowych, Europejska Konwencja Praw Człowieka, a przede wszystkim Rozporządzenie 
Ministra Zdrowia. Dostęp do danych na temat stanu zdrowia pacjenta może stać się 
przedmiotem nadużyć i przestępstw.  
 
Jedną z dróg do osiągnięcia pożądanego poziomu ochrony danych osobowych jest 
wdrożenie i certyfikacja Międzynarodowego Standardu Bezpieczeństwa zgodnie z ISO/IEC 
27001-  System Zarządzania Bezpieczeństwem Informacji (ZSBI).  
 
Uzyskany certyfikat w Jednostce Certyfikującej TÜV Hessen świadczy o tym, że organizacja 
stosuje z należytą starannością wszystkie niezbędne środki bezpieczeństwa, zachowując 
równocześnie ustawowe wymogi integralności, poufności oraz dostępności danych. Dzięki 
czemu szpital czy też inna jednostka medyczna ma szanse wypracować model 
funkcjonowania i obiegu informacji, w którym dane pacjentów będą chronione przed 
osobami niepożądanymi, a tym samym dostępne dla nich samych i upoważnionych 
lekarzy. Równocześnie pojawią się narzędzia porządkujące pracę podmiotu wdrażającego 
system zarówno w sferze personalnej, administracyjnej, finansowej, jak i kontrolnej.  
 
Dodatkowo, jednostka posiadająca wdrożony system ISO/IEC 27001 nie tylko wzbudza 
zaufanie pacjentów, ale ma szansę stać się pożądanym partnerem jako firma wiarygodna  
i działająca na przejrzystych zasadach.  
 
MY SZKOLIMY + NASZ PARTNER WDRAŻA SYSTEM + MY CERTYFIKUJEMY 

 
 
Z poważaniem 

 

Rafał Koprowski 
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